|  |  |
| --- | --- |
| |  | | --- | | Una vez los campos color SALMON del formulario estén completados, (\* obligatorio si procede), debe ser BME quien:  Inicie las tareas de configuración, rellene los campos color AZUL y devolverá el formulario a la entidad para que se pruebe la conectividad.  Conectividad disponible para Entidad no participante de IBERCLEAR.: sFTP Interno, sFTP Externo (Internet), FileAct  Conectividad disponible paraEntidad participante IBERCLEAR (proveedor de servicio a terceras partes).: sFTP Interno, FileAct | |

|  |  |  |
| --- | --- | --- |
| Datos de la entidad | | |
| Nombre de la compañía\* | |  |
| Persona de contacto\* |  | |
| Teléfono de contacto\* |  | |
| Email de contacto\* |  | |
| Código BIC/LEI a usar por la compañía\*. (en el caso de las Entidades Participantes, sólo se podrá cumplimentar con BIC) | |  |
| Alias asignado ( XXXX) | |  |

|  |  |  |  |
| --- | --- | --- | --- |
| 0.- Tipo de solicitud para el entorno de TEST | | | |
| |  | | --- | | En caso de modificación, hay que resaltar la modificación, para su fácil identificación, en AMARILLO\* |   . | Alta  Baja  Modificación | Día\* |  |
| Tipo de perfil (elija uno)  Dependiendo del perfil, seleccione solo un modo de conexión\* | Entidad no participante de IBERCLEAR  SFTP Interno  SFTP externo ( Internet)  FileAct | | | |
|  | | | |
| IBERCLEAR entidad participante (servicio prestado a terceras partes)  SFTP Interno  FileAct | | | |

Comentarios (cualquier información que considere relevante):

|  |
| --- |
|  |

|  |
| --- |
| 2.-SISTEMA DE INTERCAMBIO DE FICHEROS |
| * Si desea conectividad utilizando SWIFTNet, deberá rellenar la parte **2.1** de este formulario * Si desea conectividad SFTP, deberá rellenar la parte **2.2 o 2.3** de este formulario |

|  |
| --- |
| 2.1 Uso de red SWIFTnet– (SWIFT IBC-FileAct) |
| * BME siempre envía y espera ficheros con formato de salto de línea de Windows (CRLF). |

|  |
| --- |
| Códigos BIC/LEI a los que la entidad da servicio \* |
| La entidad manifiesta que ha sido autorizada por los intermediarios que declara a continuación a realizar en su nombre la comunicación de respuesta a las solicitudes de información de beneficiarios últimos, y se compromete a poner en conocimiento de IBERCLEAR, cuando éste lo solicite, la información y documentación que acredite dicha representación. Asimismo, se compromete a poner en conocimiento de IBERCLEAR cualquier cambio que afecte a dicha autorización, en especial la revocación de la autorización conferida por la entidad autorizante, que sólo producirá efectos frente a IBERCLEAR una vez recibida y aceptada la comunicación. La entidad mantendrá indemne a IBERCLEAR de cualquier reclamación que pueda formular la entidad autorizante en relación con dicha representación. |
|  |

Comentarios (cualquier información que considere relevante):

|  |
| --- |
|  |

|  |
| --- |
| 2.2 Datos para conexión SFTP Interno para intercambio de ficheros |

|  |
| --- |
| Requerido:   * Conexión a red de BME * *Cliente Open SSH +5.5 (Winscp, Filezilla, etc..) utilizando* KexAlgorithms   [curve25519-sha256@libssh.org,ecdh-sha2-nistp521,ecdh-sha2-nistp384,ecdh-sha2-nistp256,diffie-hellman-group-exchange-sha256](mailto:curve25519-sha256@libssh.org,ecdh-sha2-nistp521,ecdh-sha2-nistp384,ecdh-sha2-nistp256,diffie-hellman-group-exchange-sha256)  MACs [hmac-sha2-512-etm@openssh.com,hmac-sha2-256-etm@openssh.com,hmac-sha2-512,hmac-sha2-256](mailto:hmac-sha2-512-etm@openssh.com,hmac-sha2-256-etm@openssh.com,hmac-sha2-512,hmac-sha2-256)  Cifrados [chacha20-poly1305@openssh.com,aes256-gcm@openssh.com,aes256-ctr,aes192-ctr,aes128-ctr](mailto:chacha20-poly1305@openssh.com,aes256-gcm@openssh.com,aes256-ctr,aes192-ctr,aes128-ctr)   * Un par de claves pública y privada SSH-2 RSA tiene que ser generado con encriptado de 2048 bits y un fichero que contenga la clave pública tiene que ser enviado a BME. No olvidar incluir la clave pública en el fichero adjunto a este formulario. * Si la conexión va por líneas compartidas, se debe configurar una limitación del ancho de banda para no ocupar más de 0,5mb de ancho de banda. * BME enviará los ficheros con el mismo formato de salto de línea recibido por la entidad. |

|  |  |  |  |
| --- | --- | --- | --- |
| Información técnica proporcionada por BME | | | |
| Protocolo | SFTP | | |
| Puerto del servidor SFTP de BME | 22 | | |
| Dirección ip del servidor SFTP de BME | 10.166.196.228 | | |
| Dirección ip del servidor SFTP de BME en red de BT Radianz | 204.109.131.131 | | |
| Usuario de la entidad para la conexión con BME (XXXX es el alias) | | sfsrXXXX | |
| Subdirectorio en BME. La entidad pone los ficheros en … | | | input |
| Subdirectorio en BME. La entidad coge los ficheros de… | | | output |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Datos técnicos aportados por la entidad | | | | | |
| Uso de red (marque uno)\* | | | BME:  BT Radianz: | | |
| Dirección IP cliente SFTP (dirección NAT que se muestra a BME).\* | |  | | | |
| Nombre del fichero que contiene la clave pública\* |  | | | | |
| Formato de compresión de fichero, NINGUNO por defecto \* | | | NINGUNO: | ZIP: | GZIP: |
| Formato de salto de línea\* | | UNIX (LF)  WINDOWS (CRLF) | | | |

|  |
| --- |
| Códigos BIC/LEI a los que la entidad da servicio\*  BIC Codes the Entity gives service to \* |
|  |

Comentarios (cualquier información que considere relevante):

|  |
| --- |
|  |

|  |
| --- |
| 2.3 Data for External SFTP connectivity for file exchange |

|  |
| --- |
| Requerido:   * Conexión a internet * *Cliente Open SSH +5.5 (Winscp, Filezilla, etc..) utilizando* KexAlgorithms   [curve25519-sha256@libssh.org,ecdh-sha2-nistp521,ecdh-sha2-nistp384,ecdh-sha2-nistp256,diffie-hellman-group-exchange-sha256](mailto:curve25519-sha256@libssh.org,ecdh-sha2-nistp521,ecdh-sha2-nistp384,ecdh-sha2-nistp256,diffie-hellman-group-exchange-sha256)  MACs [hmac-sha2-512-etm@openssh.com,hmac-sha2-256-etm@openssh.com,hmac-sha2-512,hmac-sha2-256](mailto:hmac-sha2-512-etm@openssh.com,hmac-sha2-256-etm@openssh.com,hmac-sha2-512,hmac-sha2-256)  Ciphers [chacha20-poly1305@openssh.com,aes256-gcm@openssh.com,aes256-ctr,aes192-ctr,aes128-ctr](mailto:chacha20-poly1305@openssh.com,aes256-gcm@openssh.com,aes256-ctr,aes192-ctr,aes128-ctr)   * Un par de claves pública y privada SSH-2 RSA tiene que ser generado con encriptado de 2048 bits y un fichero que contenga la clave pública tiene que ser enviado a BME. No olvidar incluir la clave pública en el fichero adjunto a este formulario. * BME enviará los ficheros con el mismo formato de salto de línea recibido por la entidad. |

|  |  |  |  |
| --- | --- | --- | --- |
| Datos técnicos aportados por BME | | | |
| Protocolo | SFTP | | |
| Puerto del servidor SFTP de BME | 22 | | |
| IP pública del servidor SFTP de BME | 193.110.154.69 | | |
| Usuario de la entidad para la conexión con BME (XXXX es el alias) | | sfstXXXX | |
| Subdirectorio en BME. La entidad pone los ficheros en … | | | input |
| Subdirectorio en BME. La entidad coge los ficheros de… | | | output |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Datos técnicos aportados por la entidad | | | | | |
| Red a utilizar | | | Internet : | | |
| Dirección IP del cliente SFTP.\* | |  | | | |
| Nombre del fichero que contiene la clave pública\* |  | | | | |
| Formato de compresión de fichero, NINGUNO por defecto | | | NONE: | ZIP: | GZIP: |
| Formato de salto de línea\* | | UNIX (LF)  WINDOWS (CRLF) | | | |

|  |
| --- |
| Códigos BIC/LEI a los que la entidad da servicio\* |
|  |

Comentarios (cualquier información que considere relevante):

|  |
| --- |
|  |